**Datenbasierte Human Risk Management-Plattform für mehr Cybersicherheit**
**Mimecast übernimmt Elevate Security**

*Human Risk Management-Plattformen ermöglichen eine qualifizierte Einschätzung des Risikos von Individuen, Ziel einer Cyberattacke zu werden. Unternehmen können dadurch ihre Resilienz gegenüber Hackerangriffen steigern. Mit der Übernahme von Elevate Security erweitert Mimecast sein Cybersecurity-Portfolio um eine Human Risk Management-Lösung.*

**MÜNCHEN, 08. Januar 2024** – [**Mimecast Limited**](https://www.mimecast.com/) (Mimecast), ein führender Anbieter von E-Mail und Collaboration-Sicherheitslösungen, gab heute die Übernahme von [**Elevate Security**](https://elevatesecurity.com/) bekannt, einem Anbieter von Human Risk Management Tools. Mimecast erweitert sein Angebot damit um datenbasierte Einblicke in risikobehaftetes menschliches Verhalten, um seine Kunden in die Lage zu versetzen, damit verbundene Cyberrisiken zu erkennen und zu managen. Die finanziellen Bedingungen der Übernahme wurden nicht bekannt gegeben.

Die Elevate Security®-Plattform führt menschliche Verhaltens- und Kontextdaten aus mehreren Quellen zusammen und identifiziert mithilfe eines Algorithmus Individuen, deren Risiko, Opfer einer Cyberattacke zu werden, hoch ist. Mit Hilfe dieser Analyse-Fähigkeiten können Unternehmen gezielt Awareness Trainings und Schulungen durchführen oder zusätzliche Schutzmaßnahmen ergreifen, um das Risiko für MitarbeiterInnen und damit das Unternehmen und seine Daten zu reduzieren.

Mit der Übernahme bietet Mimecast seinen Kunden Zugang zur neuesten Generation des Human Risk Management. Mimecast übernimmt damit auch den Support für den Kundenstamm von Elevate Security. Die neuen Tools werden in den kommenden Quartalen nach und nach in die Mimecast-Produktpalette übernommen werden.

**„Faktor Mensch“ in der Cybersicherheit: Human Risk Management identifiziert verhaltensbedingte Risiken**

„KI macht es Cyberkriminellen einfacher denn je, Daten zu stehlen“, sagt David Raissipour, Chief Technology and Product Officer bei Mimecast. „Für die Cybersicherheit sind Menschen zwar die größte Schwachstelle, aber mit den richtigen Werkzeugen und entsprechender Schulung auch die stärkste Verteidigungslinie. Wir wollen das Bewusstsein für Cyberrisiken schärfen. Dazu müssen wir menschliches Verhalten im Kontext einer komplexen Umgebung verstehen. Das ist das Ziel der Akquisition.“

„Elevate Security ist eine der ersten Human Risk Management-Plattformen, die Unternehmen hilft, gefährdete Personen zu identifizieren und Interventionen und Schutzmaßnahmen zu automatisieren. Das Engagement von Mimecast für ein risikobewusstes Nutzerverhalten verfolgen wir schon lange“, sagt Robert Fly, CEO und Mitbegründer von Elevate Security. „Wir freuen uns, unsere Fähigkeiten zusammenzubringen und mit vereinten Kräften Risiken zu minimieren und mehr Sicherheit für Unternehmen und ihre Daten zu schaffen.“

**ÜBER MIMECAST**

Mimecast: Work Protected™ Seit 2003 verhindert Mimecast, dass guten Unternehmen Schlimmes widerfährt, indem es ihnen ermöglicht, geschützt zu arbeiten. Wir ermöglichen es über 40.000 Kund:innen, Risiken zu minimieren und die Komplexität einer Bedrohungslandschaft zu bewältigen, die von bösartigen Cyberangriffen, menschlichem Versagen und technologischen Fehlern geprägt ist. Mimecast bringt Email- und Collaboration Security auf das nächste Level.

*Mimecast, das Mimecast-Logo und Work Protected sind entweder eingetragene Marken oder Marken von Mimecast Services Limited in den Vereinigten Staaten und/oder anderen Ländern. Elevate Security ist entweder eine eingetragene Marke oder eine Marke von Elevate Security. Alle Rechte vorbehalten. Alle anderen in dieser Pressemitteilung enthaltenen Marken und Logos Dritter sind Eigentum ihrer jeweiligen Inhaber.*

**ÜBER ELEVATE SECURITY**

Indem Elevate Security Unternehmen in die Lage versetzt, ihre risikoreichsten Nutzer proaktiv zu identifizieren und zu schützen, adressiert das Unternehmen die größte Lücke in der Cybersicherheit: Menschliches Versagen. Mithilfe von Elevates Risiko-Einblicken und gezielten Interventionen können Sicherheitsteams verstehen und kategorisieren, wer stark gefährdet ist, Verhaltensänderungen motivieren und messen, Richtlinien und Governance-Reviews auf der Grundlage des individuellen Risikos veranlassen, die Reaktion auf Vorfälle beschleunigen, die Entscheidungsfindung des Helpdesks verbessern und Schutzmaßnahmen und -kontrollen für Mitarbeiter mit hohem Risiko automatisieren. Weitere Informationen finden Sie unter [**https://elevatesecurity.com**](https://elevatesecurity.com).
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